
THE INFORMATION IN THIS ARTICLE APPLIES TO:

• EFT v7.x and later
• DMZ Gateway®, v3.0 and later

DISCUSSION

The flood protection property can be edited in the DMZ Gateway configuration file
(<InstallDir>\conf\DMZGatewayServerService.conf) to fine tune your DMZ Gateway
deployment for specific situations.

(When DMZ is configured in a clustered environment, each DMZ must point to the same
configuration file.)

Property: DEnableConnFloodProtection

Units: boolean

Valid Range: true or false

Default: TRUE

Description: Enables or disables the connection flood protection. Disabling allows larger
number of connections to be accepted at the same time.

In the section labeled # Additional Java parameters, add the flood protection property at the
bottom of the section. For example:
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wrapper.java.additional.4=-Dfile.encoding=UTF-8

wrapper.java.additional.5=-DDMZBufferPoolBufferSize=262144

wrapper.java.additional.6=-DEnableConnFloodProtection=False

Refer to KB#11201 for a table of other DMZ Gateway configuration settings.
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