
THE INFORMATION IN THIS ARTICLE APPLIES TO:

• EFT Server, version 5.x and later

QUESTION

Why are the Advanced password settings (Reset Password Settings dialog box in
version 5.x; Password Expiration dialog box in version 6.x) no longer available?

ANSWER

EFT Server's PCI module (version 5.x) / HS module (version 6.x) provides advanced
password expiration options. If you do not activate the HS/PCI module, this feature is
disabled after the 30-day trial expires. On HS-enabled Sites, passwords are set by default to
expire in 90 days. If user passwords have all suddenly expired for an unknown reason and
you cannot view the password security settings, it is likely that the default 90-day setting
was set in your trial, which has expired.

The Allow Users to Reset their Passwords check box is available without the module.
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